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Crime Analysis 

 In an article for the Police Executive Research Forum (PERF), Melissa Rueland 

defined crime analysis as “the analysis of crime and other incidents to support resource 

deployment” further adding that it is a means for “identifying those locations, times of 

day, or situations where crimes appear to cluster” (1997). Crime analysis has always 

been a tool for law enforcement. Although probably not given a title, even the earliest of 

crime fighters used information collected from prior acts or field contacts to assist them 

in the identification of serial criminals. With the introduction of computers into law 

enforcement, the amount of data that was capable of being stored increased drastically. 

Unfortunately, this vast amount of data was useless without a methodology to classify it 

and easily retrieve the bits of it needed for specific investigations. 

 In the early 1980s, most mid-size law enforcement agencies were unable to 

acquire the hardware necessary to collect and process data collected by its employees. 

By the end of the 1980s, through the award of several state and federal grants, these 

police departments were able to begin the process of acquiring the necessary tools to 

begin analyzing information that was collected by the employees in the field. With these 

tools, departments formed crime analysis units to provide officers with information about 

what vehicles had been taken in their jurisdictions, where burglaries and robberies were 

occurring, and other useful information based on incidents that had occurred days, 

weeks, or even months earlier. While this information proved beneficial, it still lacked 

timeliness.  

In order to improve the effectiveness and efficiency of this information, a program 

must be developed wherein the information collected by the employees in the field could 
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be immediately analyzed and utilized to make real-time strategic deployment decisions 

of on-duty personnel. 

In 1994, the New York Police Department, under the command of Commissioner 

Bill Bratton, implemented CompStat, a system of computerizing and mapping crime 

data. “The original CompStat model created a system that uses current, relevant data to 

direct police activities rather than relying on three-to six-month old information, which 

was previously the norm” (McKay, 2003, P.20). Unfortunately, CompStat still relied on 

data that was old, albeit days, as opposed to months. Even Bratton, now the Chief of 

Police in Los Angeles, California, recognized that relying on old data would do nothing 

more than send officers “…from crime scene to crime scene, doing little more than 

cleaning up after criminals” (McKay, 2003, p.20). 

 Realizing the benefits of using data to determine deployment strategies, other 

police departments implemented new programs using crime analysis information. The 

Redlands Police Department, a mid-size urban law enforcement agency located in 

Southern California, utilizes the maps generated by its crime analysis unit to determine 

where its recently formed Multiple Enforcement Teams should be deployed to impact 

crime in the community. Overall, the department has realized an 11% reduction in Part I 

crimes throughout the city. Redlands Police Captain Tom Fitzmaurice refers to the new 

program as a mindset, adding that officers are now being “…driven by data instead of 

being driven by geography” (Berry, 2004).   

 Police executives recognize the value of the data that is collected by their 

employees. Unfortunately, they are forced to accept the fact that funding sources for 

public safety are limited, and that upgrading technology can be costly. In order to 
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implement a program that improves the effectiveness and efficiency of providing law 

enforcement services to a community, the chief executive must show that the program 

is successful even before it is begun.  

  

Futures Forecasting  

 When making the determination if a program will be successful, a process known 

as futures forecasting is undertaken. Futures forecasting is one of many methods that 

allows executives to evaluate proposed changes to determine if a project is viable 

without expending precious financial resources in implementing a project that was 

doomed for failure. One process used in this forecasting is the nominal group technique 

(NGT). The NGT process brings experts from outside an organization’s industry 

together to assist the project researcher in identifying potential trends and events that 

could shape and affect the implementation of the proposed intervention. The key to a 

successful NGT process is panel diversity. By ensuring diversity, the research reaches 

beyond the organization’s comfort zone to evaluate its external environment.  

An NGT panel convened for the Colton Police Department, a mid-size police 

department located in Southern California, identified several trends that seemed to 

support the agency’s goal of using data to determine patrol deployment strategies. 

Some examples of the trends identified included the acceptance of information-sharing, 

thought by the panel to be necessary to create a useable database; availability of real-

time crime analysis information; the availability of high-speed wireless connectivity; and 

the availability of funding sources. Similarly, the majority of the events identified by the 

panel, such as the military sharing its technology with law enforcement, awarding of 
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state and federal grants to assist local law enforcement agencies in building 

information-sharing databases, and federal mandates requiring information-sharing 

between first responder agencies supported the ability of the department to achieve its 

goal. Using this information an optimistic scenario was developed.  

 

The Optimistic Scenario 

A resident of the city of Futureville returns home to find her home has been 

burglarized while she was gone to the store. An officer of the Futureville Police 

Department responds to the home and begins obtaining all the information about the 

crime that he immediately enters into his notepad computer. This data is immediately 

forwarded via a wireless high-speed Internet connection to a regional database for 

analysis. The victim tells the officer that one of the items taken was a diamond ring for 

which she has a photograph.  Using a scanner, the officer submits the description and 

photograph into the database. After completing the interview of the victim, the officer 

contacts a neighbor who advises of seeing a suspicious looking white male in a red 

Toyota truck driving through the neighborhood earlier in the day. That information is 

also submitted to the database. 

 Meanwhile, approximately thirty miles away in the neighboring city of Anytown, a 

white male, driving a red Toyota truck, drives into a pawnshop. The male enters the 

store and tells the clerk he is divorcing his wife and wants to pawn her diamond ring. 

While the man fills out the pawn card, the clerk enters a description and photograph of 

the ring into a regional database in which the store is a participant. Within minutes, the 

database notifies the Anytown Police Department, as well as the clerk, that this ring was 
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just reported stolen to the Futureville Police Department. An Anytown field supervisor 

receives an alert tone on his personal data assistant (PDA) of priority information while 

drinking coffee in a local café.  Reading the information, he immediately deploys three 

available police units to the location of this pawnshop. The Anytown patrol officers also 

received the information on their vehicle’s mobile data computer (MDC). They now only 

await their supervisor’s notification to be redeployed from their current assignment, 

targeting a recently forecasted burglary site with several other Anytown officers.  

 Before the suspect has a chance to even become suspicious, the Anytown 

officers arrive at the pawnshop, locate the Toyota truck and set up for the suspect to 

exit the business. To ensure the safety of the pawnshop personnel, they call the clerk 

and advise him to give the suspect marked bills, maintained for these scenarios, and 

allow him to exit the store. Moments later the suspect exits the store into the waiting 

arms of three awaiting Anytown police officers. With the suspect in custody, the officers 

collect the marked bills from the suspect and the ring from the pawnshop. Within one 

hour of discovering the crime, the victim is again in possession of her diamond ring. 

Knowing he has no defense, the suspect pleads guilty and is sentenced to state prison 

for three years. 

 

Improving the System 

In most law enforcement agencies today, police officers in the field gather 

information at the scene of a crime and complete a crime or incident report. They 

forward the report to their supervisor for review and assignment to an investigative unit. 

During this period of time, the computer-aided dispatch/ records management system 
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(CAD/ RMS) pulls information from the original telephone call and creates maps based 

on the reported crime. The specific information of that crime remains in the officer’s 

report. 

 In order to improve the efficiency of the system, and the effectiveness of the 

information sent out from the crime analysis bureau, an improved method of collecting 

and processing the data is necessary. One way to achieve this objective is to utilize a 

process similar to those used for inventory control in private-sector organizations. These 

processes use real-time data to make operational decisions. 

 Real-time information would enable officers and supervisors to make strategic 

deployment decisions utilizing timely data as opposed to data that was collected days 

earlier. With the availability of a high-speed wireless modem and a notepad type 

computer, an officer in the field could obtain information from a crime victim while in the 

field. This data could be forwarded to a regional database, where it would be analyzed 

against information already in the database. It could then be returned to a field 

supervisor who would have current information from which strategic deployment 

decisions could be made. 

 As more agencies contribute to the database, the accuracy and relevancy of the 

returned data will be greatly improved. Regionalizing sharing of the system would allow 

even greater amounts of information to be analyzed. Recruiting contributions from non-

law enforcement sources would add to the value. Other organizations that collect 

valuable information include: school districts, healthcare providers, banking institutions, 

and even pawn dealers.   
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 Implementing a program such as this will require participating agencies to 

acquire mobile data computers for all their police vehicles, notepads computers for all 

their officers, modems and a high-speed wireless system to transmit the data. 

Additionally, a regional database will need to be developed where information collected 

will be stored and subsequently analyzed to determine patterns and trends to assist 

field supervisors in determining their deployment strategies. 

 Unfortunately, most agencies do not have dedicated funding for technology 

upgrades of this magnitude. In the past, these agencies relied on state and federal 

grants earmarked for technology improvements to purchase basic computer systems 

specific to their agencies. If this proposal can be shown to benefit homeland security 

issues, there is a potential that these acquisitions could be federally funded. Until then, 

small regional databases such as the East Valley COMPASS (Community Mapping, 

Planning and Analysis for Safety Strategies) project hosted by the Redlands, California, 

police department are examples of systems currently in place that might be converted to 

allow for more real-time information sharing between participating agencies.   

 Privacy concerns will also be an issue that must be mitigated before the public 

willingly allows access to this vast amount of personal information. There will be 

concerns as to how the data will be stored and utilized. For example, using attendance 

records from the school district to establish which students were absent during a 

daytime burglary, or medical records to determine if anyone was treated for injuries after 

an assault call, might raise concerns based on medical right-to-privacy laws. 
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Conclusion 

Using crime data to determine patrol deployment is one step towards changing 

the manner in which law enforcement agencies provide service to their community. By 

recognizing that improvements in technology have provided a tool that will improve 

traditional methods of policing, law enforcement managers can re-evaluate how their 

agencies can more effectively utilize their precious human resources. From patrolling 

assigned “beats” to actually evaluating the probability of where crimes are most likely to 

occur and deploying resources accordingly, effectiveness should be easily evaluated in 

the statistics generated by the organization.  

 As the program grows, more agencies will begin to recognize the value of the 

data available. When they determine that their respective organizations can benefit from 

sharing data in order to receive data generated by other agencies, the database will 

grow and become even more valuable to all participants. 
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